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Product Overview

The OpsMx SBOM offers visibility and reporting on open-source software (OSS) components within your software
development lifecycle. It enables you to generate and export SBOMs to ensure compliance and risk management.

Key Features
Generated SBOM: Automatically generates SBOMs for specific services.
Artifact-Level SBOM: Capture and export SBOMs in JSON format at the artifact level.

Global SBOM: Generate a comprehensive SBOM report across your organization or business unit.

On-Demand SBOM Generation: Produce and export SBOMs as needed.
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Comprehensive SBOM Data: Includes security (CVE footprint and details), operational risk data, and license

information.
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busybox 1.35.0-r29 pke:apk/alpine/busybox@1.35.0-r297arch=x86_64&distro=3.17.3 pl-2.0 “ 4

braces 185 pkgnpm/braces@1.8.5 e 2

lodash 417.12 pkgnpm/lodash@4.17.12 ot n 1
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minimatch 0.3.0 pkg:npm/minimatch@0.3.0 mit

debug 220 pkg:npm/debug@2.2.0 mit 1

hoek 2163 pkg:npm/hoek@2.16.3 bsd-3-clause
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Benefits

Enhanced Security: Identify and address security vulnerabilities in your software supply chain.

Use Cases

@ Software Development Teams: Generate SBOMs for internal or external use.
Security Teams: Assess and mitigate security risks.

@ Compliance Teams: Demonstrate license compliance.

Enterprise Organizations: Gain visibility into OSS usage and manage risks.




Delivery Shield Software Bill of Materials S AAGLEES

quSMX (SBOM)

Delivery and Support

Cloud-Based: Accessible via a web-based interface.

Integration Support: Assistance with integrating SBOM generation into workflows.
Customer Support: Dedicated support for technical issues and inquiries.

The SBOM can be captured and exported in JSON format at the Artifact Level.
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Additionally, we provide a Global SBOM, which reports on all of the open-source software elements utilized
throughout your organization or business unit.
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Customers can generate, access, and export SBOMs whenever they need to, and we provide the standard SBOM
information, including security, operational risk data, and license details. This gives you a complete picture of the
software used in your development process.

ABOUT US

OpsMx secures and intelligently automates software delivery from developer to deployment, building on an Open
Software Delivery architecture and Al/ML-powered DevSecOps. OpsMx products and services enable hundreds of thou-
sands of developers at Google, Cisco, Western Union, and other leading global enterprises to ship better software faster.

FOR MORE INFORMATION, CONTACT US:
OPSMX, INC | 350 OAKMEAD PKWY, SUNNYVALE, CA 94085 | INFO@OPSMX.COM
WWW.OPSMX.COM/SECURE SOFTWARE DELIVERY




